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UWG Wired Equivalency Agreement 

 

By signing and submitting the following document, you agree to abide by the following regulations in regards 
to using the University of West Georgia’s Wired Equivalency VPN. 

 Utilization of this VPN is for those employees that need access to file shares and to access other USG 
agencies utilizing a State University IP address. 

 Wired Equivalency is to be installed and used only on devices owned and managed by the University of 
West Georgia. 

 Wired Equivalency may not be used to connect personally-owned devices 
 Devices utilizing the Wired Equivalency must have up-to-date endpoint protection 

Failure to follow these regulations will result in revocation of your Wired Equivalency connection. 

 

I have read the statements above and agree to the requirements for using the UWG Wired Equivalency VPN. 

Employee Signature:            Date:     
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Employee	Wired	Equivalency	VPN	Access	Request	(WiredEQ.westga.edu)	
 

	A:	Employee’s	Information	  

Last	Name: First	name:

Department Date:

Phone	Number: Campus	ID:	

B:	Describe	the	purpose	for	which	you	intend	to	use	the	Wired	Equivalency	VPN:

Purpose	of	access: 

 

Resources	Needed: 

 

Sensitive	or	Personal	Information	access,	if	yes	describe	security	precautions	that	will	be	used: 

 

Access	Period	to	begin: Access	Period	to	End: 	(12	month	maximum)

Employee’s	Signature: 

C:		Department	Authorization	(This	authorization	includes	certifying	that	the	device	used	for	accessing	the	Wired	
Equivalency	is	owned	and	maintained	by	the	University	of	West	Georgia.		Wired	Equivalency	cannot	be	installed	or	
used	on	personally	owned	devices).		 

 

Last	Name: First	Name:

Department: Date:

Phone	number: Title:

Authorizing	Signature(s):	(	SIGNATURE) 

 

D:	ITS	Use	Only  

Login: Date	Delivered	to	UWG	Sponsor: 

Date	Access	Granted: Person	Granting	Access:

Date	Access	Expires:	(12	month	maximum) ISO	Signature: (Required	if	sensitive	data	involved)

 


